Safeguarding and Welfare Requirement: Child Protection 
‘The safeguarding policy and procedures must include an explanation of the action to be taken when there are safeguarding concerns about a child and in the event of an allegation being made against a member of staff, and cover the use of mobile phones and cameras in the setting. ‘

‘To safeguard children and practitioners online, providers will find it helpful to refer to 'Safeguarding children and protecting professionals in early years settings: online safety considerations’ 
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1.6
Use of mobile phones and cameras and social networking sites
Policy statement

At Hummingbirds we take steps to ensure that there are effective procedures in place to protect children, young people, and vulnerable adults from the unacceptable use of i-watches, mobile phones and cameras in the setting. We keep up to date with new technologies which make access to photographing children possible.
Staff must not form contacts on any social networking site with parents or close relatives of children attending Hummingbirds. Staff/cover staff/volunteers will NOT discuss work or children on social networking sites. Induction procedures will cover such issues.
As more parents access Facebook than access our website, we have developed a Facebook page in March 2020 (at the start of covid-19 lockdown) called ‘Hummingbirds Home Sharing’ for parents and staff only and then when parents have been unable to access nursery we started Hummingbirds – gallery  Facebook group where parents can access pictures of the children at play with advice and ideas for home. Private and the manager is the administrator and approves only parents and staff. We have also have a general Hummingbirds Facebook page for displaying newsletters, information, posters for fundraising events etc Designed to keep in touch during lockdown. Manager and staff are administrator and will remove any inappropriate images or contents. 
Procedures

Personal Mobile Phones

· Personal mobile phones belonging to members of staff/visitors are not used on the premises during working hours.
· At the beginning of each individual’s shift, personal mobile phones etc (any device with camera) are stored in and locked in the office.
· In the event of an emergency, personal mobile phones may be used in the privacy of the office, with permission from the manager.
· Members of staff ensure that the telephone number of the setting is known to immediate family and other people who need to contact them in an emergency.
· If members of staff take their own mobile phones on outings, for use in the case of an emergency, they must not make or receive personal calls as this will distract them. Nor use the device as a camera
· Members of staff will not use their personal mobile phones for taking photographs of children on outings.
· Parents and visitors are requested not to use their mobile phones whilst on the premises. There is an exception if a visitor’s company or organisation operates a lone working policy that requires contact with their office periodically throughout the day. Visitors will be advised of a quiet space where they can use their mobile phone, where there are no children present.

Cameras and videos

· Members of staff must not bring their own cameras INCLUDING i-WATCHES or video recorders into the setting.
· Photographs, with written consent of parents on the registration form (GDPR 2018) Photographs and recordings of children are only taken for valid reasons, i.e. to record their learning and development, or for displays within the setting. We display photos on a private Facebook page for parents/children’s information and on our website (less so now as more parents access Facebook), with parental consents in place. No names are used. A camera is stored on the nursery premises specifically for this purpose.
· Photographs or recordings of children are only taken on equipment belonging to the setting. 
· Camera and video use is monitored by the setting manager.
· Where parents request permission to photograph or record their own children at special events, permission will first be gained from all parents for their children to be included.
· Photographs and recordings of children are only taken of children if there is written permission to do so (found on the individual child’s Registration Form).
SOCIAL NETWORKING SITES

· We do not permit staff, students or volunteers to form contacts with parents or close relatives of children attending Hummingbirds. 
· Where families are relatives of staff, staff must maintain confidentiality and professional judgement on social media. Breaches of confidentiality will lead to disciplinary action being taken.

· We do not allow the use of social networking sites on the premises during working hours.

· Any concern arising from views expressed on these sites by staff, parents, volunteers or committee will be dealt with appropriately (see Channel Guidance and training)
· New staff, cover staff, students and volunteers will be informed of this policy during the induction process

· Existing staff will receive a copy of this revised policy.

· Staff who breach policy will answer to the Management Committee.

· Parents are asked politely not to invite staff to form contacts with them on these sites.

· Staff are also asked not to speak about work or children on these sites and have copies of the confidentiality and information sharing policies.
· Staff should not post behaviour or opinions contrary to our ethos or our policies, including British Values.
· Where parents have cause to report complain about a member of staff, student or volunteer regarding social networking sites they are asked to consult the complaints policy.
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